
Navigera säkert till nätbanken (it säkerhet) 

 
Navigera dig till nätbanken säkert via dator: 

- Använd dig av en säker internetanslutning.  
Ditt Privata nätverk är att föredra framför offentliga nätverk. Nätverket hemma eller 
mobilanslutningen på telefon eller surfplatta med SIM-kort. 

- Se till datorn är uppdaterad. 
Se till att du har de senaste Windows och virusskydds uppdateringarna installerade 
samt att webbläsaren är uppdaterad. 

- Skriv webbadressen (URL) i sökfältet noggrant.  
Det är säkrare att skriva webbadressen direkt i sökfältet på webbläsaren än att använda 
en sökmotor för att hitta webbsidan på nätet. Detta eftersom falska webbsidor kan 
dyka upp om du använder en sökmotor till exempel Google. 

- Kontrollera webbadressen och hemsidan noggrant före du fortsätter. 
Se till att webbadressen börjar med "https://" och att det finns ett låst hänglås till 
vänster i adressfältet. Alla webbläsare visar inte dessa genast utan du kan behöva 
trycka fram det. Se bilder nedan.  

Microsoft Edge   → 
 
Google Chrome  → 
 

För att få fram "https://" i Chrome dubbelklicka på webbadressen. Hänglåset får du upp 
genom att trycka på symbolen till vänster. Se bild på resultat nedan. 

 

- Skapa rutiner och bokmärken. 
Skapa dig en rutin som du alltid följer, på så sätt kan du lägga märke till ifall något är 
avvikande. Bokmärk gärna webbadressen till nätbanken i din webbläsare. Så du har lätt 
att ta dig till nätbanken nästa gång. 

 



Navigera dig till nätbanken säkert via telefon/surfplatta: 
  

- Använd dig av en säker internetanslutning.  
Ditt Privata nätverk är att föredra framför offentliga nätverk. Nätverket hemma eller 
mobilanslutningen på telefon eller surfplatta med SIM-kort. 

-Använd bank appen.  
Använd endast bank appen, gå inte via webbläsaren. Ladda ner bank appen från 
Google play butiken/APP store.  

- Se till att enheten och apparna är uppdaterade. 
Se till att enheten har den senaste säkerhetsuppdateringen och att bank appen är 
uppdaterad.  

-Använd en unik PIN-kod eller en biometrisk autentisering till bankappen. Skapa en 
unik PIN-kod som du loggar in med på bankappen, använd inte samma PIN-kod som 
ditt skärmlås. Det går också att använda ett biometriskt lösenord för vissa bankappar 
som till exempel fingeravtryck.  

Kom ihåg att aldrig klicka på länkar för att ta dig till nätbanken. Länkar kan föra en 
till falska webbplatser och man kan bli utsatt för nätfiskebedrägeri. 

 

 

         

 


